**Datenschutz und Sicherheit der Dienste:**

Im Folgenden werden die verschiedenen genutzten Dienste auf ihre Sicherheit und auf ihre Vertretbarkeit untersucht. Besonders ist hier der Dienst Firebase von relevant, da an dieser Stelle Personenbezogene Daten übermittelt werden.

**Firebase Datenschutz und Sicherheit:**

Grundsätzlich haben Entwickler, welche Firebase nutzen und die Vorgaben der DSGVO umsetzen müssen, die Möglichkeit verschiedene Einstellungen zu den erhobenen Daten zu treffen. Es kann kontrolliert werden wie die Daten erhoben werden, die Aufbewahrungsdauer festgelegt werden oder erhobene Analytics Daten gelöscht werden. Firebase ist ein Dienst, welcher in Hinblick auf die Sicherheit eine Reihe von Zertifizierungen und umgesetzten Standards aufweist. Zu den Standards gehören die ISO 27001, SOC1, SOC2, SOC3, ISO27001 und ISO 27018. Weiterhin werden die Daten mit Hilfe der HTTPS Protokolls übertragen. Ebenfalls unterliegt der Dienst dem EU-US Privacy Shield.

**Google Maps Datenschutz und Sicherheit:**

Grundsätzlich ist Google Maps ebenfalls ein Dienst, welcher sensible Daten über Benutzer kommuniziert und auswertet. Diese Auswertung ist dahingehend vertretbar, da die erhobenen Daten ebenfalls kontrolliert werden können und lediglich zur Verbesserung des Dienstes beitragen. Daten werden an dieser Stelle ebenfalls verschlüsselt übertragen und der grundsätzlich ist der Zugriff auf diese Daten beschränkt auf Mitarbeiter und Ähnlichem. Kontakt mit diesen Daten unterliegt strengen Vertraulichkeitsverpflichtungen. Dieser Dienst unterliegt ebenfalls dem EU-US Privacy Shield.

**Edamam Datenschutz und Sicherheit:**

Edamam selbst erhebt Personenbezogene oder Gerätbezogene Daten, wobei jedoch finanzielle Informationen davon ausgeschlossen sind. Die Daten, welche erhoben werden, werden verwendet um die angeforderten Dienst bereit zu stellen. Der Dienst hat sich für das EU-US Privacy Shield zertifiziert und befolgt diese.

**OpenWeatherMap Datenschutz und Sicherheit:**

OpenWeatherMap bezieht lediglich Daten, wenn ein Konto auf der Seite erstellt wird und diese besucht wird. Bei den Diensten stehen Wetterinformationen und Standorte im Vordergrund und keine Personenbezogene Daten, welche gefährdet werden können.

**Fazit:**

Grundsätzlich stellen die gewählten Dienste eine vertretbare Datenschutzerklärung und Sicherheit in Bezug auf das Projekt und die personenbezogenen Daten dar. Besonders bei der Übertragung durch Dienste von Google (Firebase, Google Maps) liegen hohe Sicherheitsstandards vor und eine ausführliche Datenschutzerklärung, welche die Kontrolle der erhobenen Daten ermöglicht. Ebenfalls werden die erhobenen Daten i. d. R. zur Bereitstellung und Optimierung des Angebotenen Dienstes verwendet.
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